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No. 19K0003 

2019 年 6月 26 日発行 

2019 年 6月 27 日交付 

株式会社 アイ･エス･レーティング 

 

１． 格付結果 

 

 企業名 富士通株式会社 

 格付の種別 情報セキュリティ格付 

 格付ＩＤコード 10000260114C1910 

 格付スコープ  中部 DC サービスマネジメントセンター(*) 

(*)システム運用管理業務（システム環境構築、運用管理・運用監視等） 

 格付対象 中部データセンター 

   想定リスク 情報漏えい 

 格付符号 ＡＡＡ is  （トリプルＡ）   

 格付の方向性 安定的 

 有効期間 2019 年 6 月 27 日から 2020 年 6 月 26 日まで （交付日から 1年間） 
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２．格付理由 

 

富士通株式会社(以下富士通)は、IT を活用したビジネスソリューションをグローバルに提供

するリーディングプロバイダーであり、通信システム、情報処理システムおよび電子デバイスの

製造・販売ならびにこれらに関するサービスの提供を事業内容とする。 

 

グループの理念・指針として制定された「FUJITSU Way」に基づき、全社通じて情報セキュリ

ティガバナンス体制を構築、社内規程を整備・遵守し適正な情報管理・活用を推進することによ

り情報セキュリティ強化を図っている。さらに、アウトソーシングサービスにおいては、事業の

特性上高い水準の情報セキュリティ対策が要求されることから、情報セキュリティへの取組みを

品質向上活動の一環として位置付け、ISO9001、ISO/IEC27001、ISO/IEC20000 の３つのマネジメ

ントシステムを、１つの統合されたマネジメントシステム（IMS:Integrated Management System）

として構築しており、その外部認証機関である JQA でのマネジメントの統合の程度を示すランク

付けにて、最高ランクであるプレミアムステージを 2014 年 9 月に取得する等、情報セキュリテ

ィの強化を積極的に推進している。 

 

格付対象である中部データセンターは、中部地域におけるアウトソーシングサービスの需要拡

大に対応するために 2009 年 12 月に新設されたデータセンターであり、高度な運用ノウハウに基

づいたサービスを提供している。同センターにおける重要情報資産としては、サーバおよびバッ

クアップ媒体に格納されている顧客システム内の情報、ならびにこれらのシステムから出力され

る各種帳票等が主なものである。また、情報セキュリティへの取組みは、上記の全社共通の取組

みに加え、統制部門の指導のもと同センターにおけるマネジメントシステムを構築し運用を行っ

ているほか、センター新設後も随時、物理的セキュリティを中心としたリニューアルを進めてい

る等、積極的に情報セキュリティ対策の強化を実施している。2010 年 5 月には情報セキュリテ

ィ格付を取得しており、今回９回目の更新審査を実施した。 

 

まず、マネジメント成熟度の観点から見れば、マネジメントレビュー会議を中心とした情報セ

キュリティ管理体制が構築されており、情報セキュリティ関連諸規程の整備ならびに中部データ

センターにおける具体的な運用方法を規定したマニュアル類の整備、情報セキュリティ教育を含

めた人的セキュリティ、委託先管理、アクセス制御、IT システムの運用管理、コンプライアン

ス等では非常に高いレベルで管理が進められてきている。 

情報セキュリティに関する遵守事項を定めた「情報セキュリティハンドブック」や、基本行動
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をまとめた「六箇条の御誓文」などを環境変化に応じて改訂し、周知徹底を図っている。また、

自らの取り組みを自助と共助の２つの視点から考えて記入させるなど、能動的に考え動ける工夫

も取り入れており、情報セキュリティ意識を維持・継続させた、PDCA が定着している。 

 

次に、セキュリティ対策の強度の観点から見れば、データセンター内のセキュリティレベルに

応じ、IC カードおよび生体認証／暗証番号による入退管理が行われている。特にマシンルーム

等の高セキュリティエリアにおいては、身分証明書による再度の本人確認（センター入館時にも

本人確認を行っている）、持込み機器にカメラが内蔵されているものにはレンズ部分を封印、持

込情報資産に対する情報セキュリティ検疫の必須化、画像処理による共連れ防止システム、前室

のインターロック制御を組み合わせたセキュリティ対策も施されている。また、顧客のバックア

ップ媒体について、金属探知機に加えて RFID タグと DRタグを用いた持出し防止策が施されてい

る。 

セキュリティ改善に関する「強化計画書」を作成しており、正常ログを含めた監視、ID カー

ド認証による複合機の利用、鍵付きコンテナの利用、添付ファイルの暗号化、特定顧客専用 BPO

室の設置など、計画的に対策を追加し強化を図っている。データセンターのハウジングサービス

が備えるべき管理策が高いレベルで実施されており、悪意のある外部者だけでなく内部者への考

慮もなされている。 

 

総じて、マネジメント成熟度では、新たな脅威に迅速に対応しており、常時高水準の管理状態

を維持・発展させている。また、セキュリティ対策強度では、総じて悪意のある外部者・内部者

に対する管理策が極めて高いレベルで講じられている。 

 

以 上 

 


